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Abstract: The following document presents in which the creation of multi-media along with IT technology, spreading of pictures will 

become extremely simple and fast. However Digital camera picture watermarking is the strong usually means to understand the 

particular illegal usage of copyrighted images. The idea places key information (watermark) in to the coordinator picture that assists in 

locating the actual usage regarding picture. The idea examines the several strategies similar towards the watermarking which gives 

higher potential, robustness imperceptibility. The DWT has shown that it applied to the web host picture after which block wise 

singular elements can be meant for watermark’s principal component part interpolation together with ABC (artificial bee colony) to be 

able to get a better trade-off among robustness along with imperceptibility that offers an evident enhancement within performance. 

Keywords:  Digital Watermarking, DCT, SVD, DWT and Hybrid Watermarking. 

 

1. Introduction 

Copyright security regarding electronic information has 

turned into a considerable matter over growing using 

internet. A Digital watermarking is today's technology 

which provides protection, information affirmation and also 

copyright security for digital data. Digital watermarking is 

the procedure for embedding key electronic information, 

transmission in to the digital multimedia like picture, movie, 

sound and also text. Afterwards the actual inserted data is 

recognized and also taken out to uncover the actual 

identification associated with digital media. Watermarking 

modern technology offers a number of functions meant for 

security of electronic details, accreditation, and submission 

involving the electronic mass media and listed for user 

information.  

 

Figure 1: Watermarking Process 

2. Watermarking Techniques      

The various watermarking techniques are 
 

  
 

Figure 2: Watermarking Techniques 

 
2.1 Spatial Domain Techniques  

Spatial domain name watermarking somewhat modifies the 

particular pixels associated with a few arbitrarily chosen 

subsets associated with the picture [10]. 

 
2.1.1 Patchwork Algorithm 

It is really an information concealing strategy produced by 

Bender. The idea is dependent on a pseudorandom, record 
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model. It unnoticeably places an important watermark using 

a Gaussian distribution [13]. 

 
2.1.2 Least Significant Bit Coding 

In this the LSB of this carrier transmission is usually 

replaced with all the watermark. The particular chunks tend 

to be inserted inside a pattern which in turn works as being 

the key. The particular watermark encoder first of all selects 

some part associated with pel character on where the 

particular watermark should be embedded. After that it 

embeds the details about the LSBs belonging to the pixels 

using this subset. LSB programming is usually an easy 

approach nevertheless the lustiness belonging to the 

watermark will likely be very low. [10]. 

 
2.1.3 Predictive Coding Schemes 

It was first suggested simply by Matsui and Tanaka meant 

for grayscale images. Within this program the particular 

connection among adjoining pixels are generally exploited. 

A pair of pixels in which the watermark needs to be inserted 

might be selected along with various pixels are generally 

changed with the gap amongst the surrounding pixels. The 

latest cipher secret key is established which in turn permits 

the particular retrieval of this inserted watermark at the 

receiver. 

 

2.2 Transform Domain Watermarking 

In this, the picture is usually displayed by means of 

frequency. Initially the main picture is usually transformed 

with the already defined transformation. Next the particular 

watermark is usually inserted inside the completely changed 

picture as well as for that particular transform coefficients. 

At last, these actual opposite conversion will be carried out 

to discover the watermarked picture [4]. Various transform 

domain methods is Discrete Cosine Transform (DCT), 

Discrete Wavelet Transform (DWT) and Discrete Fourier 

Transform (DFT) [13]. 

 

2.2.1 Discrete Fourier Transformation 

The idea is to converts a consistent functionality directly 

into the pitch components. DFT is usually grading, 

revolving as well as translation equivalent while typically 

the spatial domain DCT along with DWT usually aren't RST 

invariant. Thus DFT are often used to get over several 

geometric [12]. 

 

2.2.2 Discrete Cosine Transformation 

It is a form of enhance whoever core in cosine function. It 

all works well with intricate numbers. This changes a photo 

through spatial site to help convert site along with vice 

versa. Whenever a picture is actually converted by using 

DCT it splits provided picture in to 8*8 obstructs [18]. After 

that this locates minimal and large pitch elements simply by 

crank scanning. After which embeds watermark for low 

pitch components. This approach offers huge lustiness 

towards JPEG compression. DCT approaches don't have 

potential to deal with robust geometrical hits [10]. 

 

2.2.3 Discrete Wavelet Transform 

A lower as well as a higher move pool filter are usually 

selected [16]. Initially, the lower move pool pass filter is 

actually utilized per strip of information, therefore obtaining 

the low pitch aspects of the particular row. Presently, the 

particular higher move pool pass filter is actually placed for 

similar strip of web data, likewise the particular higher 

move aspects are usually divided, and also inserted by way 

of the inside in the lower move aspects. This process will be 

done accomplished for almost all series [9]. 

After that, typically filtering is usually accomplished for 

every column from the mediate data. The actual producing 

two-dimensional range of coefficients includes 4 groups of 

info, each one labelled just as LL (low-low), HL (high-low), 

LH (low-high) and then HH (high-high) [10]. The particular 

LL strap could be break down yet another time in same 

manner, thus generating much more sub bands. 
 

 
 

Figure 3: Pyramidal Decomposition of an Image [10] 
 

2.3 SINGULAR VALUE DECOMPOSITION    

      (SVD) 

The particular singular value decomposition is actually used 

by statistical investigation associated with symmetric matrix 

by way of decomposing them; directly into about three 

separate rectangle-shaped matrices [19]. The actual breaking 

down (Eq. (1)) is carried out in a manner in which primary 

matrix is usually produced back again by way of spreading 

the particular eventually left singular matrix (U), singular 

matrix (S) as well as transpose of right singular matrix (V) 

[20]. An electronic picture may also be displayed as 

symmetric matrix plus therefore SVD may also be carried 

out with them making use of Eq. (1). 

tend to 

be a pair of attributes 
which are accompanied by right and left singular matrices U and 

also V [3]. 
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Fig 4: Singular value decomposition 

 

2.4 ARTIFICIAL BEE COLONY 

Karaboga propose the new basic and also effective populace 

dependent search engine optimization algorithmic program 

in 2005 and then referred to it as artificial bee colony 

(ABC). It depends on intelligent foraging activities 

associated with a honey bee colonies [18]. This actual 

feasible methods associated with specific dilemma tend to 

be symbolized by means of the food item resource within 

ABC algorithmic program along with wellness and fitness 

with any kind of option is symbolized by way of ambrosia 

quantity associated with the meal items. One can find about 

3 categories of bees really exist within ABC: employed 

bees, onlooker bees and scout bees [16]. Employed bees 

symbolize how much choices while using provided populace 

length. ABC depends on a primary populace associated with 

choices connected with dimension N (food resource 

locations) along with each individual using a size D. The 

ABC algorithm contain following steps: 

 

 

3. RELATED WORK  

Huo-Chong Ling et al. (2013) [1] presented how the strong 

sightless graphic watermarking design based upon 

Repetitive Distinct Wavelet Convert and also SVD offers 

significant drawback that will undermines the safety of the 

plan resistant to the false-positive problem.  

Irshad Ahmad Ansari et al. (2013) [2] within the primary 

step all of us examine the different factors regarding gray 

graphic watermarking inside a colorful host. SVD works so 

as to calculate the actual singular valuations regarding web 

host picture after which suitable grading component is 

employed to insert this particular watermark and also the 

watermarked picture may be exposed among various 

attacks.  

Chang Wook Ahn et al. (2014) [3] a suggested picture 

watermarking method within the document offers a 

significant drawback inside the design. The actual produced 

watermark is not the embedded watermark, basically 

depends upon research watermark that leads to assist you to 

incorrect optimistic recognition problem. 

Hwai-Tsu Hu Ling-Yuan Hsu et al. (2015) [4] Relative 

modulation (RM) is often a method designed to get efficient 

sightless picture watermarking. Within this report, a new 

method is actually brought to ameliorate the standard 

destruction issue because of extreme coefficient modulation 

for DCT-based picture watermarking.  

Nazeer Muhammad et al. (2015) [5] A picture 

watermarking protocol using partial pivoting lower and 

upper triangular (PPLU) decay will be suggested. An 

electronic watermark picture is usually factorised in to 

lesser trilateral, higher trilateral along with permutation 

matrices with PPLU decomposition.  

Saeid Fazli et al. (2015) [6] the latest method based upon 

DWT, DCT as well as SVD domain names will be shown, 

where the emphasis is actually to offer suitable options 

meant for decreasing impact associated with geometrical 

attacks. To achieve this aim, we apply DCT on host image, 

after that watermark may be separately inserted in to host 

image with the help of hybrid scheme. 

Runhai Jiao et al. (2015) [7] A different watermarking 

technique based upon HVS plus framelet transform. Based 

on spatial domain HVS feature, it establishes the visible 

screening type meant for framelet domain. 

Bin Wang et al. (2015) [8] a unique design of picture 

watermarking applying chaotic map along with DNA 

coding. Initially 2 logistic disorderly maps are employed to 

design the protected structure by embedding watermarking 

in the LSB of host image. Analysing statistical observation 

reveal the fact that suggested design boasts greater 

protection as opposed to earlier works. 

Irshad Ahmad Ansari et al. (2015) [9] this particular 

document offers the unique vulnerable watermarking 

method for electronic picture tamper localization (TL) 

combined to self-recovery (SR) capability. This particular 

web owner photo may be initially split in to pieces about 4 9 

4 after which, SVD is carried out upon every block  

Hwai-Tsu Hu et al. (2016) [10] A DCT based sightless 

watermarking method will be suggested in order to embed 
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binary program info in to graphics using significant 

enhancement for lustiness from frequently spotted attacks.  

Thien Huynh-The et al. (2016) [11] It shows a better 

electronic picture watermarking design with different 

coefficient quantization approach which encodes the 

particular user's data for every hue approach to enhance 

imperceptibility as well as robustness. It promotes over 4dB 

within the watermarked picture quality along with 

considerably minimizes Bit Error Rate with the 

consideration for state-of-the-art approaches. 

Millie Pant et al. (2016) [12] Digicam image watermarking 

is actually reliable indicates to look for the specific not 

necessarily certified applying copyrighted images. The 

specific proposed jobs are carried out in order to make use 

of an assured image watermarking along with a stable 

capacity. 

 

4. Comparison Table  
 

Techniques Title 

 

Author 

Name  

Year Arnold 

Transform 

Color 

Images 

Metaheuristi

cs 

Strength Limitations 

 

 

 

 

 

 

 

 

DWT AND 

SVD 

“Robust 

blind image 

watermarking 

scheme based 

on 

Redundant 

Discret 

Wavelet 

Transform 

and Singular 

Value 

Decompositi

on” 

Huo Chong 

Ling, 

Raphael C.-

W. Phan, 

Swee-Huay 

Heng 

2013 No Yes No Robust 

watermarking 

and false free 

positive 

error. 

It does not 

work on a 

hybrid SVD-

RDWT 

scheme. 

PSO 

Optimized 

and Secured 

Watermarkin

g Scheme 

Based on 

DWT 

and SVD 

Irshad 

Ahmad 

Ansari, 

Millie Pant 

2016 No Yes PSO Robustness 

and 

imperceptibil

ity Was 

improved. 

Many 

alternatives 

of PSO and 

various soft 

computing 

methods 

were not 

considered. 

 

Optimized 

gray-scale 

image 

watermarking 

using DWT-

SVD and 

Firefly 

Algorithm 

Musrrat Ali, 

Chang Wook 

Ahn 

2014 No No Firefly Mainly 

concentrate 

on 

imperceptibil

ity and 

lustiness 

enhancement. 

 

 

It does not 

provide 

safety about 

true 

possession. 

Improving 

Digital Image 

Watermarkin

g by Means 

of Optimal 

Channel 

Selection 

Thien 

Huynh-The, 

Oresti Banos, 

Sungyoung 

Lee, Yongik 

Yoon, 

Thuong Le-

Tien 

2016 No Yes Optimal 

Color 

Channel 

Selection 

Procedure 

Improve 

quality and  

provide 

Robust 

recovery of 

the 

watermark 

Contour let 

transform to 

exchange 

Wavelet 

transform by 

decompositio

n. 

 

DWT 

ABC 

optimized 

secured 

Irshad 

Ahmad 

Ansari, 

2016 Yes No ABC Improve the 

robustness 

and 

DWT 

becomes 

computationa
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watermarking 

scheme to 

find out the 

ownership 

Millie Pant, 

Chang Wook 

Ahn 

Imperceptibil

ity. 

 

 

lly intensive 

and less 

efficient. 

Analysis of 

Gray Scale 

Watermark in 

RGB Host 

using SVD 

and PSO 

Irshad 

Ahmad 

Ansari, 

Millie Pant 

2014 Yes Yes PSO It illustrates 

how the 

multichannel 

Watermarkin

g is improves 

on single 

channel 

watermarking 

Optimal 

segmentation 

in order to 

achieve 

lustiness was 

ignored. 

 

 

SVD 

SVD based 

fragile 

watermarking 

scheme for 

tamper 

localization 

and self-

recovery 

Irshad 

Ahmad 

Ansari,  

Millie Pant, 

Chang Wook 

Ahn 

2015 No Yes No Improve 

localization 

fee and 

assisted it to 

detect also 

small change 

within the 

blocks. 

Embedding 

scheme 

variants was 

ignored to 

strengthen 

PSNR of 

image. 

 

 

 

 

 

 

 

 

 

 

DCT 

A robust 

image 

watermarking 

method based 

on DWT, 

DCT, and 

SVD using a 

new 

technique for 

correction of 

main 

geometric 

attacks 

Saeid Fazli, 

Masoumeh 

Moeini 

2015 No No No Increasing 

robustness 

against 

geometrical 

distortion and 

resist 

cropping 

attack. 

Watermark 

used is 1D 

binary image, 

no color 

images are 

used. 

Robust blind 

image 

watermarking 

by 

modulating 

the mean of 

partly sign-

altered 

DCT 

coefficients 

guided by 

human visual 

perception 

Hwai-Tsu 

Hu, Jieh-Ren 

Chang, Ling-

Yuan Hsu 

2016 No Yes No Powerful 

sightless 

picture 

watermarking 

mutually 

upon several 

DCT 

Coefficients. 

DCT takes 

more time. 

 

MIXED 

MODULAT

ION 

A mixed 

modulation 

scheme for 

blind image 

watermarking 

Hwai-Tsu Hu 

Ling-Yuan 

Hsu 

2015 No No No Robustness 

watermarking 

Deficiency of 

RM in 

imperceptibil

ity 

https://www.google.co.in/search?espv=2&biw=1366&bih=662&q=define+strengthen&forcedict=strengthen&sa=X&sqi=2&ved=0ahUKEwi4mufRqZXSAhVMsI8KHfUUB48Q_SoIITAA
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PPLU 

DECOMPO

SITION 

Digital image 

watermarking 

using partial 

pivoting 

lower and 

upper 

triangulardec

omposition in 

wavelet 

domain. 

Nazeer 

Muhammad, 

Nargis Bibi 

2015 No No DE 

Algorithm 

Good 

imperceptibil

ity and 

protecting 

typically 

high-end 

security and 

also displays 

rapid 

computation. 

Various 

multiplicative 

attacks are 

ignored. 

 

 

 

 

 

 

 

 

 

 

FRAMLET 

Framelet 

image 

watermarking 

considering 

dynamic 

visual 

masking 

Runhai Jiao, 

Sida Ma, Bo 

Li 

2015 No No Dynamic 

Masking. 

Resolve 

visible 

distortions 

within low-

luminance 

sleek region 

and it has 

great 

opposition 

capability for 

well-known 

graphic 

attacks. 

Connection 

between 

iluminance, 

surface and 

also border 

covering is 

much more 

complicate. 

 

 

CHAOTIC 

MAP AND 

DNA 

CODING 

Image 

Watermarkin

g using 

Chaotic Map 

and DNA 

Coding 

Bin Wang 

Shihua Zhou 

Xuedong 

Zheng 

Changjun 

Zhou Jing 

Dong Libo 

Zhao 

2015 No Yes No Higher 

security and 

increase the 

Embedding 

Rate. 

 

 

NO particular 

technique is 

used. 

Table 1: Comparison of different techniques
    

 

5. GAPS IN LITERATURE 

 The effect of the multiple attacks on a given 

watermarked image has been neglected by the most 

of the existing researchers. 

 

 Most of the researchers has used Standard DWT or 

DCT, the use of other wavelet variants have been 

ignored in the most of existing research. 

 

 The hybridization of evolutionary optimization is 

ignored in the existing literature to find optimistic 

values for watermarking. 
 

 

6.  Conclusion 
The safety and authenticity issues of digital image are 

getting popular than ever, as a consequence of fast 

development of multimedia systems along with web 

technology. Watermarking is actually the process to hide 

some information which will be named watermark or tag in 

to the original data (image, audio or video) in a way such 

that watermark might be eliminated or maybe known 

afterwards to generate an affirmation with regards to the 

object. Within this paper the idea examines evaluation of 

numerous approaches associated towards the watermarking 

which provides high capacity, robustness imperceptibility. 

As DWT with the ABC assists to be able to acquire a decent 

trade-off among lustiness along with imperceptibility. 

However the review has shown that effect of the multiple 

attacks on a given watermarked image has been neglected as 

well as Standard DWT or DCT, the use of other wavelet 

variants have been ignored. So to overcome these issues we 

will propose new watermarking method depend on the SWT 

in conjunction with SVD by employing hybrid ABC and 

genetic algorithmic rule to gauge the actual effectiveness. 
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